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	Department:
	<Of Operations Team>
	System Name:
	



	Area
	Question
	

	Implementation
	Has an Implementation Report been produced and made available to the operations team?
	☐

	
	Has final testing (automated and user acceptance) been done and the reports made available to the operations team?
	☐

	
	Have detailed schematics (architecture and data flows) showing how the system has been implemented been made available to the operations team?
	☐

	Privacy & Security
	Has a Privacy Impact Assessment been conducted on the system or program to the appropriate level?
	☐

	
	Has a Threat-Risk Assessment been conducted on the system in coordination with the OCIO Security group?
	☐

	
	Have the threats/risks been addressed to the point where the appropriate sponsor (usually the Deputy Minister in the case of information risk) is willing to sign off and accept the risks?
	☐

	
	Have appropriate security tests, such as penetration tests, full-knowledge reviews, etc… been conducted or planned in coordination with the OCIO Corporate Information Security Group?
	☐

	[bookmark: _GoBack]Support
	Is a defect, bug or issue-tracking system in place for the operations team to use?
	☐

	
	Is there a service desk system or process in place for the operations team to use?
	☐

	
	Are points of contact, like email aliases or phone numbers, set up and ready to use?
	☐

	
	Are training roles, schedules and materials ready and available to the operations team?
	☐

	
	Has the TSC Service Desk team been made aware of the new system and the possible impacts on the TSC Service Desk (if appropriate, through a TSC System Support Guide)?
	☐

	
	Is the operations team trained and familiar with all these tools and processes?
	☐

	
	Has ongoing funding for new support positions been approved and allocated?
	☐

	
	Have new support position job descriptions been evaluated by HR?
	☐

	
	Have new support positions been filled through appropriate competitions?
	☐

	
	Have appropriate Service Level Agreements (SLAs) been developed and signed off between the IS support team and the business, or between the department and support contractors?
	☐

	Knowledge Transfer
	Have all the planned knowledge transfer activities been carried out?
	☐

	
	Has an Operations Manual been produced and reviewed by the project and operations teams?
	☐

	
	Have all contract and vendor management issues been reviewed and understood by the operations team?
	☐

	
	Is the operations team capable and ready to carry out all processes necessary to do their job, as described in the Operations Manual?
	☐

	
	Has the operations team been given the appropriate levels of access and privileges at all points on the system?
	☐

	Disaster Recovery
	Have you created a Disaster Recovery Plan (DRP) for the system?
	☐

	
	Do you have a back-up and data recovery plan for the system that meets your business requirements?
	☐

	
	Have you engaged the TSC in discussions about back-up plans and disaster recovery?
	☐

	
	Have you requested feedback from the Security group of the OCIO on your DRP?
	☐

	
	If possible, have you conducted a simulation of a disaster scenario in the production environment before go-live?
	☐

	
	Have you engaged your department, the TSC and the OCIO in a discussion on the relative priority of the new system, in the event of a government-wide disaster recovery scenario?
	☐

	Project Closing
	Have all deliverables of the project been produced and accepted by the client (via a Deliverable Acceptance Form, if appropriate)?
	☐

	
	Has a Project Post-Mortem workshop been conducted and signed off?
	☐

	
	Have appropriate project documents been archived in the PMO’s Project Archive?
	☐

	
	Has a final status report been sent to the project sponsor and OCIO PMO?
	☐
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